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QUESTION: 78  
Existing PCI DSS requirements may be combined with new controls to become a compensating 
control.  

A. False 
B. True 

Answer: B 

QUESTION: 79  
The use of two-factor authentication is NOT a requirement on PCI DSS v3 for remote network 
access originating from outside the network by personnel and all third parties.  

A. False 
B. True 

Answer: A 

QUESTION: 80  
For initial PCI DSS compliance, it’s not required that four quarters of passing scans must be 
completed if the assessor verifies that 1) the most recent scan result was a passing scan, 2) the 
entity has documented policies and procedures requiring quarterly scanning, and 3) 
vulnerabilities noted in the scan results have been corrected as shown in a re-scan(s).  

A. False 
B. True 

Answer: B 

QUESTION: 81  
Imprint-Only Merchants with no electronic storage of cardholder data may be eligible to use 
which SAQ?  

A. SAQ C/VT 
B. SAQ D 
C. SAQ B  
D. SAQ A 



Answer: C 

QUESTION: 82  
To whom is Self-Assessment Question No: naire (SAQ) A intended for? 

A. Card-not-present Merchants, All Cardholder Data Functions Fully Outsourced  
B. Merchants with Web-Based Virtual Payment Terminals—No Electronic Cardholder Data 
Storage  
C. Merchants with Only Imprint Machines or Only Standalone, Dial-out Terminals— No 
Electronic Cardholder Data Storage Merchants with Only Imprint Machines or Only Standalone, 
Dial-out Terminals No Electronic Cardholder Data Storage Merchants with Only Imprint 
Machines or Only Standalone, Dial-out Terminals— No Electronic Cardholder Data Storage 
Merchants with Only Imprint Machines or Only Standalone, Dial-out Terminals— No 
Electronic Cardholder Data Storage Merchants with Only Imprint Machines or Only Standalone, 
Dial-Out Terminals - No Electronic Cardholder Data Storage  
D. Merchants with Payment Application Systems Connected to the Internet—No Electronic 
Cardholder Data Storage Merchants with Payment Application Systems Connected to the 
Internet— No Electronic Cardholder Data Storage Merchants with Payment Application 
Systems Connected to the Internet—No Electronic Cardholder Data Storage Merchants with 
Payment Application Systems Connected to the Internet—No Electronic Cardholder Data 
Storage Merchants with Payment Application Systems Connected to the Internet - No Electronic 
Cardholder Data Storage  

Answer: A 

QUESTION: 83  
Users passwords/passphrases should be changed on a minimal of what interval to meet 
Requirement 8.2.4?  

A. 30 days 
B. 60 days 
C. 90 days 
D. 180 days 

Answer: C 

QUESTION: 84  
Which statement is true regarding sensitive authentication data? 

A. Sensitive data is required for recurring transactions  
B. Sensitive authentication data includes PAN and service code  
C. Sensitive authentication exists in the magnetic strip or chip, and is also printed on the 
payment card  



D. Encrypt sensitive authentication data removes it from PC DSS scope 

Answer: C 

QUESTION: 85  
Which of the following lists the correct “order” for the flow of a payment card transaction? 

A. Clearing, Settlement, Authorization 
B. Clearing, Authorization, Settlement 
C. Authorization, Settlement, Clearing 
D. Authorization, Clearing, Settlement 

Answer: D 

QUESTION: 86  
Passwords/Passphrases should not be allowed if the same of the last used 
passwords/passphrases. (Requirement 8.2.5)  

A. 6 
B. 2 
C. 4 
D. 1 

Answer: C 

QUESTION: 87  
Which of the below functions is associated with Acquirers? 

A. Provide clearing services to a merchant  
B. Provide authorization services to a merchant 
C. Provide settlement services to a merchant  
D. All of the options  

Answer: D 




