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Question #4 Section 2

The client has finished deploying Avaya AuraÂ® Communication Manager (CM) and has signed a service contract with Avaya for technical support.
What should be done by the system administrator in CM to allow Avaya services to login and support the platform?

A. It is not necessary to do something. Avaya Services can access by default
B. EASGManage -disableEASG
C. EASGManage -enableEASG
D. EASGTurnOn
E. EASGManage -turnonEASG

Answer: C 
Reference: https://downloads.avaya.com/css/P8/documents/101038495

Question #5 Section 2

You are preparing to enable EASG to provide Avaya Services local and remote access for performing support and system optimization.
What are the two methods to enable EASG during the implementation? (Choose two.)

A. During the OVA deployment
B. Using the CLI command EASGManage after deployment
C. Open a ticket to Avaya services and request to enable it
D. Using SMGR web GUI, check the "Enable EASG" check box on the desired component in the Inventory/Manage Elements screen
E. Using the SDM after the deployment

Answer: BD 
Reference: https://downloads.avaya.com/css/P8/documents/101038495

Question #6 Section 2

When comparing two Remote Worker SIP clients, one is an Avaya Communicator soft client and the other is a 96X1SIP hardphone, which statement is
true?

A. Both Avaya Communicator and 96X1SIP clients register with SM via SBCE and receive their SIP Controller List by PPM download.
B. The Avaya Communicator receives its SIP Controller List via 46xxsettings.txt file download, whereas the 96x1 receives its SIP Controller List
by PPM download.
C. If required, Avaya Communicator and 96X1 clients will automatically upgrade themselves from software stored on the SBCE.
D. Avaya Communicator registers with SM via SBCE whereas the 96X1 telephone registers with CM via SBCE.

Answer: B 

Question #7 Section 2

You are configuring Shared Bandwidth Management for Call Admission Control (CAC) between Communication Manager (CM) and Session Manager
(SM).
Which two tasks must you perform to achieve this? (Choose two.)

A. Specify the shared bandwidth limit on the Communication Manager (SIP) Entity screen
B. Create Network Region Groups (NRG) in Communication Manager
C. Create Locations in Session Manager
D. Create a Bandwidth Share Group in SM
E. Match the Network Region used for the SIP users with the Domain in SM

Answer: AD 



Reference: https://downloads.avaya.com/css/P8/documents/101008709

Question #8 Section 2

A customer has learned about the benefits of using CAC Sharing and asked you to implement it between the Session Manager (SM) in Main office and
Communication Manager located in a branch location.
What are the steps that you must follow to implement CAC Sharing?

A. In Communication Manager: Configure Network Regions and Network Regions Group, Enable Shared Bandwidth Management. In Session
Manager: Configure Location, Assign Bandwidth limits to the location, Enable shared Bandwidth Management for Network Region SIP entity.
B. In Communication Manager: Configure Network Regions and Network Regions Group, Enable Shared Bandwidth Management. In Session
Manager: Configure Location, Assign Bandwidth limits to the Entity Link, Enable shared Bandwidth Management for CM SIP entity.
C. In Communication Manager: Configure Network Regions and Network Regions Group, Enable Shared Bandwidth Management. In Session
Manager: Configure Location, Assign Bandwidth limits to the location, Enable shared Bandwidth Management for CM SIP entity.
D. In Communication Manager: Configure Network regions and Shared Bandwidth Management Groups. In Session Manager: Configure
Location, Assign Bandwidth limits to the location, Enable shared Bandwidth Management for CM SIP entity.

Answer: A 

Question #9 Section 2

Which three statements about media-processing resources (DSPs) are true? (Choose three.)

A. Two-party calls originated by SIP stations or trunks, and terminated by H.323 trunks, media gateways, or other vendors' H.323 stations, will
typically shuffle if CM is configured to do so.
B. Two-party calls originated by H.323 stations, trunks, or media gateways, and terminated by SIP stations or trunks, cannot shuffle.
C. SIP-SIP two-party calls will always use SIP Direct Media if Communication Manager (CM) is configured to do so.
D. H.323-H.323 two-party calls will always shuffle to establish a direct media path if CM is configured to do so.
E. If a direct media path cannot be established between two IP endpoints the call will fail from release 7.0.

Answer: BCE 

Question #10 Section 2

Which two types of Certificate need to be installed on Communication Manager (CM) in order to successfully establish a TLS connection with Session
Manager?

A. Backup server and default certificates
B. Site Root certificates and Security certificates
C. Root or Certificate Authority (CA) and SIP default certificates
D. Root or Certificate Authority (CA) and CM Server Identity certificates

Answer: D 

Question #11 Section 2

A customer faces a situation in which the SIP endpoints do not register to Session Manager using Transport Layer Security (TLS). A test reveals that the
SIP endpoints do register using the Transmission Control Protocol (TCP). While investigating the problem, the company decides to temporarily use the
TCP.
What 8D Discipline covers this decision?

A. D5 Choose Corrective Actions
B. D4 Root Causes
C. D2 Describe the Problem
D. D1 Establish the Team
E. D3 Containment Actions

Answer: E 
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